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Brief Overview: Typical Timeline 

Typical Certification Time is 6 Months.  

210 Days is Length of Pregnancy of Brown Bear. 
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Obtaining FSTEC ID  

Normally 1 month 
Evaluation provided by Laboratory 

3-4 months 
Certification by Certification Body 

1 month and more ï 
there may be delays: 

- for solutions that will 
be used for protection 
of classified 
information; 

- If a state-owned 
Certification authority 
was chosen by FSTEC 

Obtaining  a certificate 
from FSTEC of Russia 

Normally 1 month  
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Functional testing (black box) 

vs 
Structured testing (glass box) 

- Source code review 



Brief Overview: 

Classical Major Approaches to Evaluation 

11 

 

 
 

Evaluation of the security functionality 

ÅBlack box testing to ensure that TOE works as it should 

Evaluation for the absence of non-declared 
functions 

ÅTesting of source code for the absence of software 
vulnerabilities 
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Current Status of the Russian Scheme: 

Russian vs. Non-Russian Developers   

15 
Targets of Evaluation  
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